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1.Общие положения 

 

1.1. Настоящая Политика в отношении обработки персональных данных (далее – Политика) 

действует в отношении всей информации, которую Ассоциация строительных компаний «Группа 

компаний «АМОНД» (ИНН 6376015351), а равно входящие в Ассоциацию Общества (далее – 

Оператор) могут получить от Субъекта персональных данных в процессе предоставления услуг, 

сервисов, программ, продуктов, исполнения договорных обязательств, а также в процессе 

трудовых отношений с Оператором. 

 

1.2. Политика разработана в соответствии с требованиями Федерального закона от 27.07.2006 № 

152-ФЗ «О персональных данных», постановления Правительства Российской Федерации от 

01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке 

в информационных системах персональных данных», постановления Правительства Российской 

Федерации от 15.09.2008 № 687 «Об утверждении Положения об особенностях обработки 

персональных данных, осуществляемой без использования средств автоматизации». 

 

1.3. Политика разработана в целях обеспечения реализации требований законодательства 

Российской Федерации в области обработки персональных данных, направленного на обеспечение 

защиты прав и свобод человека и гражданина (Субъекта персональных данных) при организации 

и/или осуществлении обработки его персональных данных Оператором, в том числе защиты прав 

на неприкосновенность частной жизни, личную и семейную тайну, в частности в целях защиты от 

несанкционированного доступа и неправомерного распространения персональных данных, 

обрабатываемых в информационных системах Оператора. 

 

1.4. Политика раскрывает состав субъектов персональных данных, цели, принципы, порядок и 

условия обработки персональных данных работников Оператора и иных лиц, чьи персональные 

данные обрабатываются Оператором персональных данных, меры по обеспечению безопасности 

персональных данных, права и обязанности Оператора и права Субъектов персональных данных. 

 

1.5. Политика распространяется на отношения в области обработки персональных данных, 

возникшие у Оператора как до, так и после утверждения редакции настоящей Политики. 

 

1.6. Персональные данные являются конфиденциальной, строго охраняемой информацией, на них 

распространяются все требования, установленные внутренними документами Оператора по 

защите конфиденциальной информации. 

 

1.7. Политика является общедоступным документом. Субъекты персональных данных могут 

ознакомиться с условиями настоящей Политики на сайте Оператора в сети Интернет 

(https://www.amond.ru/personal-data/). 

 

1.8. Толкование и применение терминов, используемых в настоящей Политике, осуществляется в 

соответствии с положениями применимых нормативных правовых актов РФ. 

 

2. Правовые основания и принципы обработки персональных данных, категории субъектов 

персональных данных 

 

2.1 Перечень персональных данных, подлежащих обработке и защите у Оператора, формируется в 

соответствии с федеральным законодательством о персональных данных, а также внутренними 

нормативными документами (ВНД), относящимися к защите персональных данных у Оператора. 

 



2.2. Сведениями, составляющими персональные данные, является любая информация, 

относящаяся к прямо или косвенно определенному или определяемому физическому лицу 

(Субъекту персональных данных). Обработка персональных данных осуществляется на основании 

условий, определенных законодательством Российской Федерации. 

 

2.3. Правовыми основаниями обработки персональных данных являются: 

- согласие Субъекта персональных данных на обработку персональных данных, выраженное в 

любой позволяющей установить факт его наличия форме, с учетом требований, предусмотренных 

законодательством РФ для соответствующей категории персональных данных; 

- положения нормативных правовых актов, во исполнение которых и в соответствии с которыми 

Оператор осуществляет обработку персональных данных; 

- судебные акты, акты другого органа или должностного лица, подлежащие исполнению 

Оператором в соответствии с положениями законодательства РФ об исполнительном 

производстве; 

- договор, стороной которого является Субъект персональных данных, если обработка 

персональных данных необходима для заключения указанного договора или исполнения 

обязательств по договору; 

- права и законные интересы Оператора, третьих лиц, партнеров, иных лиц либо достижение 

общественно значимых целей при условии, что при этом не нарушаются права и свободы 

Субъекта персональных данных; 

- использование Субъектом персональных данных Интернет-сервисов Оператора (веб-сайт и др.), 

в частности, дача согласия веб-сайту обрабатывать данные, что по смыслу ст.ст. 435, 438 

Гражданского кодекса РФ является принятием (акцептом) настоящей Политики, и означает 

безоговорочное согласие Субъекта персональных данных с указанными в настоящей Политике 

условиями обработки его персональной информации; 

- обработка персональных данных, подлежащих опубликованию или обязательному раскрытию в 

соответствии с законодательством РФ и иными применимыми нормативными правовыми актами. 

 

2.4. Обработка персональных данных Оператором осуществляется на основе общих принципов 

обработки персональных данных, которые являются основой соблюдения требований 

законодательства РФ, обеспечения конфиденциальности и безопасности персональных данных 

Субъектов персональных данных, а также защиты прав Субъектов персональных данных: 

- законности и справедливости целей и способов обработки персональных данных; 

- соответствия целей обработки персональных данных целям, заранее определенным и заявленным 

при сборе персональных данных; 

- соответствия объема и характера обрабатываемых персональных данных, способов обработки 

персональных данных целям обработки персональных данных; 

- достоверности, точности, актуальности персональных данных, их достаточности для целей 

обработки, недопустимости обработки персональных данных, избыточных по отношению к целям, 

заявленным при сборе персональных данных; 

- недопустимости объединения, созданных для несовместимых между собой целей баз данных, 

содержащих персональные данные; 

- хранения персональных данных в форме, позволяющей определить Субъекта персональных 

данных, не дольше, чем этого требуют цели их обработки, если иной срок хранения персональных 

данных не установлен законодательством РФ, договором, стороной которого, является Субъект 

персональных данных; 

- уничтожения по достижении целей обработки персональных данных или в случае утраты 

необходимости в их достижении.  

 

2.5. В зависимости от Субъекта персональных данных, Оператор обрабатывает персональные 

данные следующих категорий Субъектов персональных данных: 

- персональные данные соискателя на вакантную должность у Оператора; 



- персональные данные работника Оператора (в том числе бывшего работника и родственников 

работника), необходимые Оператору в связи с трудовыми отношениями и касающиеся 

конкретного работника Оператора; 

- персональные данные контрагентов Оператора - физических лиц, уполномоченных 

представителей юридических лиц, индивидуальных предпринимателей либо их уполномоченных 

представителей, вступивших в договорные отношения с Оператора; 

- персональные данные пользователей Интернет-сервисов Оператора, в частности, веб-сайта 

Оператора, обрабатывающего файлы cookie, IP-адрес, тип браузера, время нахождения на сайте, и 

иные сведения, позволяющие установить прямо или косвенно определенное или определяемое 

лицо по смыслу ст. 3 ФЗ «О персональных данных». 

 

3. Цели обработки персональных данных 

 

3.1. Обработка персональных данных Субъектов персональных данных осуществляется 

Оператором в заранее определенных целях. В зависимости от конкретных целей обработки 

персональных данных такая обработка может включать в себя, в частности, совершение всех или 

некоторых из следующих действий (операций) с персональными данными: сбор (получение), 

запись, систематизация, накопление, хранение, уточнение (обновление, изменение), извлечение, 

использование, передача (распространение, предоставление, доступ), обезличивание, 

блокирование, удаление, уничтожение персональных данных. 

 

3.2. Для каждой цели обработки персональных данных определены: 

- соответствующие категории и перечень обрабатываемых персональных данных; 

- категории Субъектов персональных данных, персональные данные которых обрабатываются; 

- способы и сроки обработки и хранения персональных данных; 

- порядок уничтожения персональных данных. 

 

3.3. Для каждой цели обработки персональных данных предусмотрены следующие способы 

обработки персональных данных: автоматизированная обработка персональных данных (с 

использованием средств вычислительной техники) и неавтоматизированная обработка 

персональных данных (без использования средств вычислительной техники) с фиксацией 

персональных данных на материальных носителях. Обработка персональных данных 

автоматизированным способом и неавтоматизированным способом осуществляется с 

соблюдением требований законодательства РФ и положений внутренних нормативных 

документов, регламентирующих вопросы обработки и защиты персональных данных. При 

обработке персональных данных автоматизированным способом Оператор принимает 

необходимые меры по обеспечению безопасности обрабатываемых персональных данных. 

Обработка персональных данных неавтоматизированном способом, в том числе хранение 

материальных носителей персональных данных, осуществляется в помещениях, обеспечивающих 

их сохранность. 

 

3.4. Оператор осуществляет обработку персональных данных в следующих целях: 

- осуществления деятельности, предусмотренной Уставом Оператора и иными ВНД, 

действующим законодательством Российской Федерации; 

- заключения, исполнения и прекращения гражданско-правовых договоров с физическими, 

юридическим лицами, индивидуальными предпринимателями и иными лицами, в случаях, 

предусмотренных действующим законодательством и ВНД (в том числе исполнения договоров 

поручения обработки персональных данных); 

- организации кадрового учета Оператора, обеспечения соблюдения законов и иных нормативно-

правовых актов, заключения и исполнения обязательств по трудовым и гражданско-правовым 

договорам; ведения кадрового делопроизводства, содействия лицам в трудоустройстве, обучения и 

продвижения по должности, пользования различного вида льготами, исполнения требований 

налогового законодательства в связи с исчислением и уплатой налога на доходы физических лиц, а 



также единого социального налога, пенсионного законодательства при формировании и 

представлении персонифицированных данных о каждом получателе доходов, учитываемых при 

начислении страховых взносов на обязательное пенсионное страхование и обеспечение, 

заполнения первичной статистической документации, в соответствии с Трудовым кодексом РФ, 

Налоговым кодексом РФ, федеральными законами, в частности: «Об индивидуальном 

(персонифицированном) учете в системе обязательного пенсионного страхования», «О 

персональных данных»; 

- обеспечение возможности доступа Субъекта персональных данных на объекты Оператора, 

включая, но не ограничиваясь, местом нахождения Оператора, объектами строительства и иными 

территориями, на которых Оператором введен контрольно-пропускной режим; 

- сбор обратной связи, информирование о товарах, работах, услугах Оператора, проведение акций, 

опросов, маркетинговых и иных исследований, рассылка новостей и предложений (в т.ч. 

рекламного характера), подбор клиентской базы, формирование статистической отчетности, 

осуществление технического управления интернет-сервисами Оператора, а также проведение 

анализа функционирования и принятие мер для улучшения работы интернет-сервисов Оператора. 

 

4. Организация процесса управления обработкой персональных данных 

 

4.1. Оператором создаются и хранятся документы, содержащие сведения о субъектах 

персональных данных. Требования к использованию Оператором данных типовых форм 

документов установлены Постановлением Правительства РФ от 15.09.2008 № 687 «Об 

утверждении Положения об особенностях обработки персональных данных, осуществляемой без 

использования средств автоматизации» и Постановлением Правительства РФ от 01.11.2012 г. № 

1119 «Об утверждении требований к защите персональных данных при их обработке в 

информационных системах персональных данных». 

 

4.2. Обрабатывая персональные данные, Оператор руководствуется принципами, а также 

требованиями к порядку и условиям обработки персональных данных, установленным 

положениями законодательства РФ, настоящей Политики, иных ВНД. 

 

4.3. В случае подтверждения факта неточности персональных данных или неправомерности их 

обработки персональные данные подлежат их актуализации, а обработка должна быть 

прекращена, соответственно. Своевременное уточнение (обновление, изменение) персональных 

данных Субъекта персональных данных осуществляется на основании: 

- обращения к Оператору Субъекта персональных данных, его представителя (обладающего 

полномочиями на представление интересов Субъекта персональных данных), надзорного органа с 

документами, подтверждающими факт неточности и изменение персональных данных; 

- установления Оператором расхождений между ранее полученными персональными данными 

Субъекта персональных данных и персональными данными, предоставляемыми Субъектом 

персональных данных, его представителем, (обладающим полномочиями на представление 

интересов Субъекта персональных данных), надзорным органом наряду с подтверждающими 

документами. 

 

4.4. Получение Оператором персональных данных от Третьего лица/Партнера/иных лиц (если 

применимо) и/или передача (предоставление, доступ) персональных данных Третьему 

лицу/Партнеру/иному лицу (если применимо), а также поручение обработки персональных 

данных Третьему лицу/Партнеру/иному лицу (если применимо) допускается с согласия Субъекта 

персональных данных на обработку персональных данных, в том числе предоставленного 

Третьему лицу/Партнеру, или при наличии иных оснований, предусмотренных договором, 

законодательством РФ. Получение Оператором персональных данных от Третьего 

лица/Партнера/иного лица (если применимо) и/или передача (предоставление, доступ) 

персональных данных Третьему лицу/Партнеру/иному лицу (если применимо), а также поручение 

обработки персональных данных Третьему лицу/Партнеру/иному лицу (если применимо) 



осуществляется на основании соответствующего договора с Третьим лицом/Партнером/иным 

лицом (если применимо), включающего в себя условия обработки персональных данных. 

 

4.5. Передача персональных данных государственным органам власти и учреждениям, 

муниципальным органам власти, государственным внебюджетным фондам, а также получение 

персональных данных от государственных органов власти и учреждений, муниципальных органов 

власти, государственных внебюджетных фондов допускается в отсутствие согласия Субъекта 

персональных данных на обработку его персональных данных в порядке и в случаях, 

предусмотренных законодательством РФ. 

 

4.6. В случае отсутствия у Оператора правовых оснований на обработку персональных данных 

(условий обработки персональных данных) Оператор производит уничтожение персональных 

данных. Уничтожение производится посредством осуществления действий, в результате которых 

становится невозможным восстановить содержание персональных данных и/или в результате 

которых уничтожаются материальные носители персональных данных. По результатам 

проведенного уничтожения составляется акт об уничтожении персональных данных. Прекращение 

обработки персональных данных (уничтожение персональных данных), обработка которых 

осуществляется в рамках целей, указанных в Политике, производится в следующих случаях: 

- при достижении цели (целей) обработки персональных данных или в случае утраты 

необходимости в достижении цели (целей) обработки персональных данных; 

- при выявлении факта неправомерной обработки персональных данных; 

- при письменном отзыве Субъектом персональных данных согласия на обработку персональных 

данных; 

- при письменном предъявлении Субъектом персональных данных требования о прекращении 

обработки персональных данных; 

- в иных случаях, предусмотренных законодательством. 

 

5. Сроки обработки персональных данных 

 

5.1. Обработка персональных данных осуществляется в форме, позволяющей определить субъекта 

персональных данных, не дольше, чем того требуют цели обработки персональных данных, если 

срок хранения персональных данных не установлен федеральным законом, договором, стороной 

которого, выгодоприобретателем или поручителем по которому является субъект персональных 

данных. 

 

5.2. Сроки обработки и хранения персональных данных для каждой цели обработки персональных 

данных устанавливаются с учетом соблюдения требований, в том числе условий обработки 

персональных данных, определенных законодательством РФ, и/или с учетом положений договора, 

стороной по которому выступает Субъект персональных данных, и/или согласия Субъекта 

персональных данных на обработку его персональных данных, при этом обработка и хранение 

персональных данных осуществляются не дольше, чем этого требуют цели обработки 

персональных данных, если иное не установлено законодательством РФ. 

 

6. Основные участники системы управления процессом обработки и защиты персональных 

данных 

 

6.1. В целях обеспечения эффективного управления организацией обработки и защиты 

персональных данных, а также выполнения обязанностей, предусмотренных законодательством 

РФ для Операторов персональных данных, приказом Оператора назначается ответственное лицо 

за организацию обработки и защиту персональных данных. 

 

6.2. В функции лица, ответственного за организацию обработки и защиту персональных данных, 

входят, в частности: 



- управление процессом организации обработки и защиты персональных данных в соответствии с 

требованиями Законодательства РФ, настоящей Политики, а также ВНД Общества по вопросам 

обработки и защиты персональных данных; 

- разработка ВНД по вопросам обработки и защиты персональных данных; 

- организация ознакомления работников Оператора с положениями законодательства РФ, 

настоящей Политики, ВНД по вопросам обработки и защиты персональных данных 

организация и осуществление оценки вреда, который может быть причинен Субъектам 

персональных данных в случае нарушения Оператором требований законодательства РФ, 

соотношение указанного вреда и принимаемых Обществом мер; 

- разработка и организация применения правовых, организационных и технических мер защиты 

персональных данных от неправомерного или случайного доступа к ним, уничтожения, 

изменения, блокирования, копирования, предоставления, распространения персональных данных, 

а также иных неправомерных действий в отношении персональных данных; 

- организация и осуществление оценки эффективности принимаемых мер по обеспечению 

безопасности персональных данных; 

- обеспечение внутреннего контроля за соблюдением Оператором и его работниками требований 

законодательства РФ, настоящей Политики, иных ВНД по вопросам обработки и защиты 

персональных данных; 

- осуществление контроля за приемом и обработкой обращений и запросов Субъектов 

персональных данных или их представителей, обладающих полномочиями на представление 

интересов Субъектов персональных данных, по вопросам обработки персональных данных 

Субъектов персональных данных; 

- взаимодействие с надзорным органом и иными компетентными органами (государственными 

органами, государственными учреждениями, государственными внебюджетными фондами, 

муниципальными органами) по вопросам обработки и защиты персональных данных; 

- обеспечение уведомления надзорного органа об изменении сведений об обработке персональных 

данных. 

 

6.3. Лицо, ответственное за организацию обработки и защиту персональных данных, при 

исполнении возлагаемых на него функций вправе: 

- делегировать функции, предусмотренные для лица, ответственного за организацию обработки и 

защиту персональных данных, положениями законодательства РФ, настоящей Политики, иных 

ВНД Оператора, иным лицам; 

- давать указания и поручения по вопросам обработки и защиты персональных данных в порядке, 

предусмотренном ВНД, в адрес работников Оператора, осуществляющих обработку персональных 

данных и/или имеющих доступ к персональным данным. Исполнение таких указаний и поручений 

является обязательным для всех работников. 

 

6.4. В целях соблюдения требований законодательства РФ, прав Субъектов персональных данных 

лицом, ответственным за организацию обработки и защиту персональных данных, осуществляется 

контроль соответствия обработки персональных данных в процессах Оператора, в рамках которых 

осуществляется обработка персональных данных, положениям законодательства РФ, ВНД 

Оператора. 

 

7. Права и обязанности Оператора, права Субъекта персональных данных 

 

7.1. Оператор обязан: 

- при обработке персональных данных соблюдать требования законодательства РФ в отношении 

обработки и защиты персональных данных, в том числе требования, предусмотренные для сбора 

персональных данных; 

- при сборе персональных данных, в том числе посредством информационно-

телекоммуникационной сети «Интернет», обеспечить запись, систематизацию, накопление, 

хранение, уточнение (обновление, изменение), извлечение персональных данных Субъектов 

персональных данных (граждан РФ) с использованием баз данных, находящихся на территории 

РФ, за исключением случаев, предусмотренных законодательством РФ; 

- в случае, если предоставление персональных данных и/или согласия на их обработку является 

обязательным в соответствии с требованиями законодательства РФ и Субъект персональных 



данных отказывается предоставить персональные данные и/или предоставить согласие на их 

обработку, разъяснить юридические последствия непредставления персональных данных и/или 

согласия на их обработку; 

- в случае получения персональных данных не от Субъекта персональных данных до начала 

обработки персональных данных предоставить Субъекту персональных данных информацию, с 

учетом установленных законодательством РФ исключений; 

- выполнять обязанности, предусмотренные для Операторов персональных данных, при получении 

запросов и/или обращений по вопросам персональных данных от Субъекта персональных данных 

и/или его представителя (обладающего полномочиями на представление интересов Субъекта 

персональных данных), и/или от надзорного органа; 

- принимать меры по обеспечению безопасности персональных данных при их обработке; 

- выполнять обязанности по устранению нарушений законодательства РФ, если такие нарушения 

были допущены при обработке персональных данных, а также выполнять обязанности по 

уточнению, блокированию, уничтожению персональных данных в случаях, предусмотренных 

законодательством РФ; 

- выполнять обязанности, установленные для Операторов персональных данных, в случае 

получения от Субъекта персональных данных требования о прекращении обработки персональных 

данных и/или отзыва согласия на обработку персональных данных; 

- взаимодействовать с Надзорным органом по вопросам, связанным с обработкой и защитой 

персональных данных; 

- выполнять иные обязанности, предусмотренные законодательством РФ. 

 

7.2. Оператор имеет право: 

- осуществлять передачу персональных данных Субъектов персональных данных Третьим 

лицам/Партнерам, государственным органам, муниципальным органам власти, государственным 

учреждениям, государственным внебюджетным фондам, иным лицам (если применимо), а также 

поручить обработку персональных данных Субъектов персональных данных Третьим 

лицам/Партнерам, иным лицам при наличии соответствующих правовых оснований и соблюдении 

требований законодательства; 

- отказать Субъекту персональных данных в предоставлении сведений об обработке его 

персональных данных в случаях, предусмотренных законодательством; 

- самостоятельно определять состав и перечень мер, необходимых и достаточных для обеспечения 

выполнения обязанностей, предусмотренных законодательством; 

- самостоятельно определять перечень необходимых правовых, организационных и технических 

мер для защиты персональных данных от неправомерного или случайного доступа к ним, 

уничтожения, изменения, блокирования, копирования, предоставления, распространения 

персональных данных, а также от иных неправомерных действий в отношении персональных 

данных на основании проведенной оценки актуальных угроз безопасности персональных данных, 

а также определять порядок реализации указанных мер и проводить оценку эффективности 

принимаемых мер; 

- осуществлять обработку персональных данных субъекта без его согласия, в случаях, 

предусмотренных законодательством; 

- отстаивать свои интересы в суде; 

- реализовывать иные права, предусмотренные законодательством РФ. 

 

7.3. Субъект персональных данных, данные которого обрабатываются Оператором, имеет право: 

- свободно, своей волей и в своем интересе предоставлять согласие на обработку персональных 

данных с учетом требований к форме и содержанию согласий на обработку персональных данных; 

- требовать уточнения своих персональных данных, их блокирования или уничтожения в случае, 

если персональные данные являются неполными, устаревшими, недостоверными, незаконно 

полученными или не являются необходимыми для заявленной цели обработки; 

- требовать перечень своих персональных данных, обрабатываемых Обществом и источник их 

получения; 

- получать информацию о сроках обработки своих персональных данных, в том числе о сроках их 

хранения; 



- требовать извещения всех лиц, которым ранее были сообщены неверные или неполные его 

персональные данные, обо всех произведенных в них исключениях, исправлениях или 

дополнениях; 

- обжаловать в уполномоченный орган по защите прав субъектов персональных данных или в 

судебном порядке неправомерные действия или бездействия при обработке его персональных 

данных; 

- на защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) 

компенсацию морального вреда в судебном порядке. 

- осуществлять иные права, предусмотренные законодательством РФ. 

 

8. Порядок рассмотрения обращений и/или запросов Субъектов персональных данных 

 

8.1. В целях соблюдения прав и законных интересов Субъектов персональных данных, требований 

к срокам обработки обращений и/или запросов, обеспечения качества и полноты принятия мер в 

отношении законного требования Субъекта персональных данных и для предоставления 

необходимой информации по его обращению и/или запросу осуществляется прием и обработка 

обращений Субъектов персональных данных, а также контроль обеспечения такого приема и 

обработки. 

 

8.2. При рассмотрении обращений и/или запросов Субъектов персональных данных Оператор 

руководствуется положениями законодательства РФ, согласно которым запрос и/или обращение, 

направляемый и/или направляемое Субъектом персональных данных, должен/должно содержать 

информацию, предусмотренную законодательством. 

 

8.3. Предоставление информации и/или принятие иных мер в связи с поступлением обращений 

и/или запросов от Субъектов персональных данных производится Оператором в объеме и в сроки, 

предусмотренные законодательством РФ.  

 

8.4. Оператор, получив обращение и/или запрос Субъекта персональных данных и убедившись в 

его законности, предоставляет Субъекту персональных данных и/или его Представителю, 

обладающему полномочиями на представление интересов Субъекта персональных данных, 

сведения, указанные в запросе, в той форме, в которой направлены соответствующие обращение 

либо запрос, если иное не указано в обращении или запросе, и/или принимает иные меры в 

зависимости от специфики (особенностей) обращения и/или запроса. Предоставляемые 

Оператором сведения не могут содержать персональные данные, принадлежащие другим 

Субъектам персональных данных, за исключением случаев, когда имеются законные основания 

для раскрытия таких персональных данных. 

 

8.5. Оператор вправе отказать Субъекту персональных данных в удовлетворении требований, 

указанных в обращении и/или запросе, путем направления Субъекту персональных данных или 

его Представителю мотивированного отказа, если у Оператора в соответствии с 

законодательством РФ имеются законные основания отказать в выполнении/удовлетворении 

поступивших требований. 

 

9. Меры обеспечения конфиденциальности и безопасности персональных данных 

 

9.1. Для обеспечения конфиденциальности и безопасности персональных данных Субъектов 

персональных данных, защиты персональных данных от неправомерного или случайного доступа 

к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения 

персональных данных, а также от иных неправомерных действий в отношении персональных 

данных Оператором принимаются необходимые правовые, организационные и технические меры 

или обеспечивается их принятие. В частности, принимаются следующие меры: 

- назначаются должностные лица, ответственные за организацию обработки и защиты 

персональных данных; 

- ограничивается и регламентируется состав работников, имеющих доступ к персональным 

данным; 



- производится ознакомление Субъектов персональных данных с требованиями федерального 

законодательства и нормативных документов Оператора по обработке и защите персональных 

данных, с положениями настоящей Политики; 

- определяются актуальные угрозы безопасности персональных данных, обрабатываемых в 

электронном виде, и применяются соответствующие организационные и технические меры 

защиты для установленных уровней защищенности персональных данных; 

- для нейтрализации актуальных угроз безопасности персональных данных применяются средства 

защиты информации, соответствующие уровням защищенности персональных данных и 

прошедшие в установленном порядке процедуру оценки соответствия; 

- проводится оценка эффективности принимаемых/реализованных мер защиты и обеспечения 

безопасности персональных данных, в том числе до ввода информационных систем в 

эксплуатацию (оценка может проводиться самостоятельно и/или с привлечением на договорной 

основе юридических лиц, имеющих лицензию на осуществление деятельности по технической 

защите конфиденциальной информации); 

- обеспечиваются пропускной режим и управление доступом к персональным данным, 

техническим средствам, используемым при обработке персональных данных, средствам защиты 

информации, средствам обеспечения функционирования информационных систем, а также 

пропускной режим и управление доступом в помещения и сооружения, в которых установлены 

указанные средства; 

обеспечиваются регистрация и учет всех действий, совершаемых с персональными данными в 

электронном виде; 

- осуществляется организация учета технических средств, а также машинных носителей, 

производится регулярная проверка на вирусы, обновление антивирусного программного 

обеспечения; 

- определяется и при необходимости актуализируется перечень лиц, которым для выполнения 

трудовых обязанностей необходим доступ к персональным данным, обработка которых 

производится в электронном виде, а также обеспечивается предоставление доступа к 

обрабатываемым персональным данным тем лицам, которым необходим указанный доступ в связи 

с выполнением ими трудовых обязанностей; 

- обеспечивается автоматическая регистрация событий безопасности, связанных с изменением 

прав доступа к персональным данным; 

- реализуются меры, направленные на предупреждение и обнаружение фактов 

несанкционированного доступа к персональным данным, и принятие мер, в том числе мер по 

предупреждению, обнаружению и ликвидации последствий компьютерных атак на электронные 

средства связи и по реагированию на компьютерные инциденты в них; 

- обеспечивается восстановление персональных данных, модифицированных или уничтоженных 

вследствие несанкционированного доступа к ним, обеспечивается восстановление персональных 

данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним; 

- осуществляется эксплуатация разрешенного к использованию программного обеспечения и/или 

его компонентов, а также обеспечивается контроль за его установкой и обновлением; 

- осуществляется выявление инцидентов и реагирование на них, реализуются меры по устранению 

инцидентов в случае их появления; 

- проводится внешний и внутренний инструментальный контроль защищенности системных 

компонентов информационной структуры на наличие уязвимостей; 

- осуществляется эксплуатация разрешенного к использованию программного обеспечения и (или) 

его компонентов, а также обеспечивается контроль за его установкой и обновлением; 

- производится уведомление в установленном порядке Федерального органа по защите прав 

субъектов персональных данных (Роскомнадзора) в случае получения неправомерного или 

случайного доступа к персональным данным, уничтожения, изменения, блокирования, 

копирования, предоставления, распространения персональных данных, а также осуществления 

иных неправомерных действий в отношении персональных данных. 

 

10. Заключительные положения 

 

10.1. Настоящая Политика вводится в действие Приказом, и становится обязательной для 

исполнения с момента ее утверждения. 



 

10.2. Настоящая Политика может быть изменена в любой момент времени по усмотрению 

Оператора. Пересмотр Политики осуществляется на регулярной основе, а также в связи с 

изменением законодательства Российской Федерации в области персональных данных, по 

результатам оценок анализа актуальности используемых мер обеспечения информационной 

безопасности и иных контрольных мероприятий. 

 

10.3. В случае, если по тем или иным причинам одно или несколько положений настоящей 

Политики будут признаны недействительными или не имеющими юридической силы, данные 

обстоятельства не оказывают влияния на действительность или применимость остальных 

положений Политики. 

 

10.4. Контроль исполнения требований настоящей Политики осуществляется лицом, 

ответственным за обеспечение безопасности персональных данных Оператора. 

 

10.5. Работники Оператора несут ответственность за несоблюдение требований к обработке и 

защите персональных данных, в том числе за разглашение или незаконное использование 

персональных данных, в соответствии с законодательством Российской Федерации и внутренними 

документами Оператора. 

 

 


